
SECURITY FEATURES 
IN THE R1

A brief summary of all the security-related features in the R1. 

PERSONAL

Security Education
Informs the user
simply about any
security action 

taken.

DEVICE

NETWORK

Robust Tiny Attack Surface 
The R1 is very secure itself,
and it comes with its own

AV solution.

INTERNET

Policies 
The R1 can enforce
certain policies as
instructed by the

organization IT team.

Web Filtering 
The R1 makes sure no

malicious, or advertising,
or background snooping

web content is going
through.
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Behavioral Analytics  
Detect an unauthorized

user using the R1.
Trigger an alert to the

owner and organization.

IPS/IDS 
The R1 is capable of
intercepting network

attacks.

Health Scan 
The R1 is capable of

flagging infected devices
by detecting malicious

communications.

Threat Intelligence 
The R1 and its friends
around the globe are

studying zero-days and
hackers before they

attack you.

Identity Verification 
A flag is sent to the

organization resource to
signal a healthy connection
from the R1 and its owner.

Enterprise NetSec 
The R1 uses a very

secure WIFI bubble that
hackers can't break.

Encyption 
The R1 can be used
as the key to data
locked on smart

devices

ADBLOCK 
The R1 blocks all the

annoying, and potentially
harmful pop-ups, and

banners etc. on a
network level.
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